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Air Force-SAS Dist.-Mil BRAC-NH- 
Pease AFB-Applicant # 

Example 2:  
1–K 6– 4– NY–1 3 6 0 2–0 0 0 2 
Army-SAS Dist-Mil Wounded-NY-Ft 

Drum-Applicant # 

(d) Real Estate Values. (1) Because the 
PFMV is the purchase price for Ex-
panded HAP, no appraisal of the prop-
erty is required. Supporting docu-
mentation to establish purchase price 
must be furnished by the applicant. 
Generally, Form HUD–1 will suffice. 

(2) Districts are responsible for en-
suring primary residence values are ap-
propriate and applicants receive de-
served benefit payments. Districts will 
use the CoreLogic AVM to determine 
the valuation of individual primary 
residences. 

§ 239.10 Management controls. 
(a) Management systems. Head-

quarters, USACE has an existing infor-
mation management system that man-
ages all information related to the 
HAP program. 

(1) HAPMIS. The Homeowners Assist-
ance Program Management Informa-
tion System (HAPMIS) provides pro-
gram management assistance to field 
offices and indicators to managers at 
field offices, regional headquarters and 
HQUSACE at the Service Member level 
of detail. The Privacy Act applies to 
this program and the management in-
formation system to protect the pri-
vacy of Expanded HAP applicant infor-
mation. 

(2) CEFMS. The Corps of Engineers 
Financial Management System 
(CEFMS) provides detailed funds exe-
cution and tracking, to include: 

(i) Funds issued to field offices for 
execution accountability. 

(ii) Funds committed and obligated 
by applicant category, installation, 
state and county. 

(b) System of Records Notice (SORN). 
The Privacy Act limits agencies to 
maintaining ‘‘only such information 
about an individual as is relevant and 
necessary to accomplish a purpose of 
the agency required to be accomplished 
by statute or Executive order of the 
President.’’ 5 U.S.C. 552a(e)(1). The 
SORN for the Homeowners Assistance 

Program can be found at http:// 
www.defenselink.mil/privacy/notices/army/ 
A0405-10qlCE.shtml. The Privacy Im-
pact Assessment for the system can be 
reviewed at: http://www.army.mil/ciog6/ 
privacy.html. Individuals seeking to de-
termine whether information about 
them is contained in this system 
should address written inquiries to the 
Chief of Engineers, Headquarters U.S. 
Army Corps of Engineers, Attn: CERE– 
R, 441 G Street, NW., Washington, DC 
20314–1000. 

§ 239.11 Appeals. 

Applicant appeals will be processed 
at the district level and forwarded 
through HQUSACE for review. The 
HQUSACE may approve an appeal but 
must forward any recommendation for 
denial to the DASA(I&H) for review 
and consideration. DASA(I&H) may ap-
prove an appeal but must forward rec-
ommendations for denial to the 
DUSD(I&E) for decision. The 
DUSD(I&E) is the senior appeals au-
thority for appeals submitted by appli-
cants. 

§ 239.12 Tax documentation. 

For disbursed funds, tax documents 
(if necessary) will be certified by 
HQUSACE Finance Center and distrib-
uted to applicants and the Internal 
Revenue Service (IRS) annually. 

§ 239.13 Program performance re-
views. 

HQUSACE will prepare monthly pro-
gram performance reviews using the 
HAPMIS; HQUSACE Annual Manage-
ment Command Plan and Management 
Control Checklist. In addition, pro-
gram monitoring will also be con-
ducted (through HAPMIS and CEFMS 
reports) at the Headquarters Depart-
ment of the Army and at the 
DUSD(I&E) levels. 

§ 239.14 On-site inspections. 

The HQUSACE and its major subordi-
nate commands may conduct periodic 
on-site inspections of district offices 
and monitor program execution 
through HAPMIS and CEFMS reports. 

§ 239.15 List of HAP field offices. 
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Field office For installations located in: 

U.S. Army Engineer District, Sacramento, CESPK, 1325 J 
Street, Sacramento, CA 95814–2922, (916) 557–6850 OR, 
1–800–811–5532, Internet Address: http:// 
www.spk.usace.army.mil.

Alaska, Arizona, California, Nevada, Utah, Idaho, Oregon, 
Washington, Montana, Pacific Ocean Rim, and Hawaii. 

U.S. Army Engineer District, Savannah, CESAS, Attn: RE–AH, 
P.O. Box 889, Savannah, GA 31402–0889, 1–800-861– 
8144, Internet Address: http://www.sas.usace.army.mil.

Alabama, Georgia, North Carolina, South Carolina, Florida, 
Ohio, Illinois, Indiana, Maryland, Delaware, Michigan, Ken-
tucky, District of Columbia, Virginia, Pennsylvania, Ten-
nessee, New Hampshire, Rhode Island, New York, Vermont, 
Mississippi, Massachusetts, Connecticut, Maine, New Jer-
sey, West Virginia and Europe. 

U.S. Army Engineer District, Fort Worth, CESWF, P.O. Box 
17300, Fort Worth, TX 76102–0300, (817) 886–1112, 1– 
888–231–7751, Internet Address: http:// 
www.swf.usace.army.mil.

Arkansas, Louisiana, Oklahoma, Texas, New Mexico, Colo-
rado, Iowa, Nebraska, Michigan, Minnesota, North and 
South Dakota, Wisconsin, Wyoming, Kansas, and Missouri. 

HAP CENTRAL OFFICE, Home-
owners Assistance Program, HQ U.S. 
Army Corps of Engineers Real Estate 
Directorate, Military Division, 441 G 
Street, NW., Washington, DC 20314–1000. 

PART 240—DOD INFORMATION AS-
SURANCE SCHOLARSHIP PRO-
GRAM (IASP) 

Sec. 
240.1 Purpose. 
240.2 Applicability. 
240.3 Definitions. 
240.4 Policy. 
240.5 Responsibilities. 
240.6 Retention program. 
240.7 Recruitment program. 

AUTHORITY: 10 U.S.C. 2200, 10 U.S.C. 7045. 

SOURCE: 77 FR 14955, Mar. 14, 2012, unless 
otherwise noted. 

§ 240.1 Purpose. 
This part implements policy, respon-

sibilities and procedures for executing 
the DoD Information Assurance Schol-
arship Program (IASP). 

§ 240.2 Applicability. 
This part applies to the Office of the 

Secretary of Defense, the Military De-
partments, the Office of the Chairman 
of the Joint Chiefs of Staff and the 
Joint Staff, the Combatant Commands, 
the Office of the Inspector General of 
the Department of Defense, the Defense 
Agencies, the DoD Field Activities, and 
all other organizational entities within 
the Department of Defense (hereafter 
referred to collectively as the ‘‘DoD 
Components’’). The term ‘‘Military 
Services,’’ as used herein, refers to the 
Army, the Navy, the Air Force, and the 
Marine Corps. 

§ 240.3 Definitions. 

The following definitions are used in 
this part: 

CAE. A collective term that refers to 
both CAE/IAE and CAE–R. 

CAE/IAE. An institution of higher 
education that has met established cri-
teria for IA education and has been 
jointly designated by the Department 
of Homeland Security and the NSA as 
a national center of excellence. 

CAE–R. An institution of higher edu-
cation which has met established cri-
teria for IA research and has been 
jointly designated by the Department 
of Homeland Security and the NSA as 
a national center of excellence. 

IA. For the purpose of this part, the 
term ‘‘IA’’ includes computer security, 
network security, cybersecurity, cyber 
operations, and other relevant IT re-
lated to information assurance pursu-
ant to 10 U.S.C. 2200e. 

IT. For the purpose of this part, the 
term ‘‘IT’’ refers to any equipment or 
interconnected system or subsystem of 
equipment that is used in the auto-
matic acquisition, storage, manipula-
tion, management, movement, control, 
display, switching, interchange, trans-
mission, or reception of data or infor-
mation. ‘‘IT’’ includes computers, an-
cillary equipment, software, firmware, 
and similar procedures, services (in-
cluding support services), and related 
resources. 

Institution of Higher Education. For 
the purpose of this part and as defined 
in 20 U.S.C. 1001, an ‘‘institution of 
higher education’’ refers to an edu-
cational institution in any state that: 

(1) Admits as regular students only 
individuals who possess a certificate of 

VerDate Mar<15>2010 11:38 Aug 17, 2012 Jkt 226127 PO 00000 Frm 00570 Fmt 8010 Sfmt 8010 Q:\32\32V2.TXT ofr150 PsN: PC150


		Superintendent of Documents
	2012-09-27T00:52:59-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




